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Compliance/Information Security

Basic approach to compliance

Based on the recognition that compliance is the foundation
of our corporate activities, we established the Aichi Steel
Group Action Guidelines which we are working to spread
and put into practice among all our officers and employees.
In addition to laws and regulations, we also comply with
social norms and decency, and internal company rules. To
this end, we are constantly striving to raise awareness of
compliance, meet society’s expectations, and fulfill our
social responsibilities as a company.

Promotion structure

To maintain and strengthen compliance levels across the
Group as a whole, we conduct progress reviews at the Top
Management Meeting chaired by the president. This
system enables us to share, with all employees, the
determined initiative policies and activity plans via the
persons in charge of compliance in each division and
domestic group company, and to reflect them in activities
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being conducted in each workplace. Group companies
engage in compliance activities by establishing promotion
structures suited to their own size and circumstances. The
Compliance Liaison Meeting also convenes four times a
year to share things like revisions to laws and regulations
and points of concern regarding legal compliance, and to
promote Groupwide compliance activities.

Specific initiatives

= Whistle-blowing system

We have established a whistle-blowing system to promote
early detection of violations of laws and regulations, and
misconduct, within the company and to self-govern through
appropriate measures. Called the Aichi Steel Compliance
Hotline, we have established three contact points operated
by external legal representatives, internal Audit &
Supervisory Board members, and the General Affairs
Division. Reported information is shared among the three
contact points, and appropriate measures are taken to
ensure privacy protection and to prevent disadvantageous
treatment. In FY2024, 28 cases were reported, all of which
were investigated, verified, and dealt with in an appropriate
and timely manner in cooperation with the relevant internal
and external parties.

Basic approach to information security

We possess important information assets, including
information entrusted to us by our customers and
suppliers, as well as trade secrets held by us. Amid recent
advances in the networking of remote operations and plant
equipment, it is our corporate responsibility to protect
information assets from annually increasing cyber attacks
and other threats, as well as information leaks, and to
ensure a stable supply of products. We also recognize that
this is an important management issue, and are committed
to taking information security measures.

Promotion structure

Based on automotive industry cybersecurity guidelines and
led by a Chief Information Security Officer (CISO), we have
established a system that enables us to maintain and
improve our information security on a systematic and
ongoing basis groupwide, while ensuring a uniform level of
security globally. The CISO oversees our group’s overall
information security and information asset protection, and
individual organizations are responsible for planning,
promotion, auditing, and support. Twice a year, the Board
of Directors receives progress, issue, and other reports from
the CISO as part of its supervisory function.
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